Town of Pomfret
Prlvacy Policy Wlth regard to E‘mgerprlntmg as part of Temporary Plstol Permit
Application Process

1. The Selectman’s Office will mail completed fingerprint cards, with appropriate
fees, as required by the State of Connecticut, Department of Public Safety as
part of the Temporary Pistol Permit application process. The State will use the
fingerprints to conduct a criminal history record check with both the State of
Connecticut and the FBL

2. Results are reported back to the Selectmen’s Office in a secure manner and are
reviewed by the First Selectman as part of the process in issuing a Temporary
Permit. Upon request applicants will be provided with copies of results.

3. Once reviewed the resnlts are kept in the applicant’s confidential file, in a
Joeked fireproof cabinet within the Selectman’s office, for a period of 5 years as
indicated in State of Connecticut Office of Public Records, Municipal Records
and Retention Disposition Schedule per M7: Public Safety and Emergency
Services. (applications, affiliated documentation, and permit copies are exempt
from disclosure pursuant to CGS 29-28(d) and exempt from disclosure under
FOIA pursuant to CGS 29-36g(e). Once the 5 year disposition period has been
met the file is destroyed.

4. Should the criminal history record check result in information that could be
cause of denial for a temporary pistol permit the applicant will be notified and
allowed up to 60 days to review and correct, change, or update the ¥BI report
as set forth at Title 28, Code of Federal Regulations (CFR), Section 16.34. A
determination regarding the issuance of a permit will not be made until the
applicant completes this process if he/she deems it necessary.

5. The criminal history record will be used solely for the purpose requested and
will not be disseminated outside of the receiving department.

6. Should a denial ultimately be warranted the applicant will still be allowed an

appeal process through the State of Connecticut.

Rev. 01/03/17
Supersedes: None
Approved by the BOS: 0U/17/2017

A—m&a WENT A\









AH(ACL)M AD
Agency Privacy Requirements for Noncriminal Justice Applicants 2020

Authorized governmental and non-governmental agencies/officials that conduct a national fingerprint-based
criminal history record check on an applicant for a noncriminal justice purpose (such as employment or a license,
immigration or naturalization matter, security clearance, or adoption) are obligated to ensure the applicant is
provided certain notices and that the resuits of the check are handled in a manner that protects the applicant’s
privacy. All notices must be provided in writing.! These obligations are pursuant to the Privacy Act of 1974, Title
5, United States Code (U.S.C.), Section 552a, and Title 28, Code of Federal Regulations (CFR), Section 50.12,
among other authon‘ues

e Officials must ensure that each applicant receives an adequate written FBI Privacy Act Statement (dated
2013 or later) when the applicant submits his/her fingerprints and associated personal information.?

e Officials must advise all applicants in writing that procedures for obtaining a change, correction, or
update of an FBI criminal history record are set forth at 28 CFR 16.34. Information regarding this
process may be found at https://www.fbi.gov/services/cjis/identity-history-summary-checks and
https://www.edo.cjis.gov.

» Officials must provide the applicant the opportunity to complete or challenge the accuracy of the
information in the FBI criminal history record.

e Officials should not deny the employment, license, or other benefit based on information in the FBI
criminal history record until the applicant has been afforded a reasonable time to correct or complete the
record or has declined to do so.

e Officials must use the FBI criminal history record for authorized purposes only and cannot retain or
disseminate it in violation of federal statute, regulation or executive order, or rule, procedure or standard
established by the Natlonal Crime Prevention and Privacy Compact Council.?

The FBI has no objection to officials providing a copy of the applicant’s FBI criminal history record to the
applicant for review and possible challenge when the record was obtained based on positive fingerprint
identification. If agency policy permits, this courtesy will save the applicant the time and additional FBI fee to-
obtain his/her record directly from the FBI by following the procedures found at 28 CFR 16.30 through 16.34. It
will also allow the officials to make a more timely determination of the applicant’s suitability.

Each agency should establish and document the process/procedures it utilizes for how/when it gives the applicant
the FBI Privacy Act Statement, the 28 CFR 50.12 notice, and the opportunity to correct his‘her record. Such

documentation will assist State arid/or FBI dtditors diring petiodic compliancs reviews ot use of FBI criminal

history records for noncriminal justice purposes.

If you need additional information or assistance, contact:

Connecticut Records: Out-of-State Records:
Department of Emergency Services and Public Protection Agency of Record
State Police Burean of Identification (SPBI) OR
1111 Country Club Road FBI CJIS Division-Summary Request
Middietown, CT 06457 1000 Custer Hollow Road
860-685-8480 Clarksburg, West Virginia 26306

I Written notification includes electronic notification, but excludes oral notification.

2 See hittps:/fwww. fbl.cov/services/cjis/compact-council/privacy-act-statement

3 See 5 U.S.C. 552a (b); 28 U.S.C. 534(b); 34 U.S.C. § 40316 (formerly cited as 42 U.5.C. § 14616), Article FV(c); 28 CFR 20.21(c),
20.33(d), 50.12(b) and 906.2(d).
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United States Department of Justics

Privacy Act Staternent

Authority: The FBPs acquisition, preservation, and exchange of fingerprints and associated information 18 -
enerally authorized ander 28 11.8.C. 534. Depending on the nafure of your application, supplemental
suthorities include Federal statutes, State stafuies pursuant to Pub. L. 972544, Presidential Executive Orders,
and federal. Providing your fingerprints and associated information is voluntary; however, failure to do 50 may

affect completion or approval of your application.

Social Security Account Number (SSAN). Your SYAN is needed to keep records accurate hecause other
people may have the same name and birth date. Pursuant to the Federal Privacy Act of 1974 (5 USC 552a), the
requesting agency is responsible for informing you whesher disclosure is mandatory or voluntary, by what
statutory or other anthority your SSAN is solicited, and what uses will be made of it. BExecutive Order 9397 also
asks Federal agencies fo use this pomber to help identify individuals in agency records.

Principal Parpose: Cerlain determinations, such as employment; licensing, and security clearances, may be
predicated on fingerprint-based background checks. Your fingerprints and associated information/biometrics
may be provided to the employing, investigating, or otherwise responsible agency, and/or the FBI for the
purpose of comparing your fingerprints to other fingerprin{s in the FBI’s Next Generation Identification (NGD
gystem or its successor Systems (including civil, criminal, and latenf fingerprint repositories) or other available
records of the employing, investigaiing, or otherwise responsible agency. The FBI may retain your fingerprints
nd associated information/biometrics in NGI after the completion of this application and, while retained, your
fngerprints may coptinue to be compared against other fingerprints submitted to or retained by NGI. :

Routine Uses: During the processing of this application and for as long thereafter as your fingerprints and -
associated information/biometrics are retained in NG, your information may be disclosed pursuant to your
consent, and may be disclosed without your consent as permitted by the Privacy Act of 1974 and all applicable
Routine Uses as may be published at any #ime in the Federal Register, including the Routine Uses for the NGI
system and the FBI's Blanket Routine Uses. Routine uses include, but are not Limited to, disclosures to:
employing, governmental ot authorized non-governmental agencies responsible for employment, contracting
—]icengi:ﬂg’—-wge[.;}_]]_:ity.,_,.glaaiancesr,,_,Aaﬂd other suitability determinations; local, state, tribal, or federal law

enforcement agencies; criminal justice agencies; and agencies responsible for national secusity or piblicsafety——

_Addiﬁggglm_@fomaﬁoﬁ: The tequesting agency and/or the agency conducting the application-investigation

will provide you additional information pertinent to the specific circumstances of this-application, which may
inclide identification of other authorifies, purposes, uSes, and consequences of not providing requested
information. Tn additfon, any such agency in the Federal Bxecutive Branch has also published notice in the
Federal Register describing any systems(s) of records in which that agency may also maintain your records,
inchiding the avthorities, purposes, and routine uses for the system(s). '

ArTARTT IR Wil EN LIS



